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Legal Information 

© 2022 Hangzhou Hikvision Digital Technology Co., Ltd. All rights reserved. 

About this Manual 

The Manual includes instructions for using and managing the Product. Pictures, charts, images and 
all other information hereinafter are for description and explanation only. The information 
contained in the Manual is subject to change, without notice, due to firmware updates or other 
reasons. Please find the latest version of this Manual at the Hikvision website 
(https://www.hikvision.com/ ).  
Please use this Manual with the guidance and assistance of professionals trained in supporting the 
Product. 

Trademarks 

 and other Hikvision's trademarks and logos are the properties of 

Hikvision in various jurisdictions. 
Other trademarks and logos mentioned are the properties of their respective owners. 

Disclaimer 

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THIS MANUAL AND THE PRODUCT 
DESCRIBED, WITH ITS HARDWARE, SOFTWARE AND FIRMWARE, ARE Pwh±L595 ά!{ L{έ !b5 
ά²L¢I ![[ C!¦[¢{ !b5 9wwhw{έΦ ILY±L{Lhb a!Y9{ bh ²!ww!b¢L9{Σ 9·tw9{{ hw Lat[L95Σ 
INCLUDING WITHOUT LIMITATION, MERCHANTABILITY, SATISFACTORY QUALITY, OR FITNESS FOR 
A PARTICULAR PURPOSE. THE USE OF THE PRODUCT BY YOU IS AT YOUR OWN RISK. IN NO EVENT 
WILL HIKVISION BE LIABLE TO YOU FOR ANY SPECIAL, CONSEQUENTIAL, INCIDENTAL, OR INDIRECT 
DAMAGES, INCLUDING, AMONG OTHERS, DAMAGES FOR LOSS OF BUSINESS PROFITS, BUSINESS 
INTERRUPTION, OR LOSS OF DATA, CORRUPTION OF SYSTEMS, OR LOSS OF DOCUMENTATION, 
WHETHER BASED ON BREACH OF CONTRACT, TORT (INCLUDING NEGLIGENCE), PRODUCT 
LIABILITY, OR OTHERWISE, IN CONNECTION WITH THE USE OF THE PRODUCT, EVEN IF HIKVISION 
HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES OR LOSS. 
YOU ACKNOWLEDGE THAT THE NATURE OF INTERNET PROVIDES FOR INHERENT SECURITY RISKS, 
AND HIKVISION SHALL NOT TAKE ANY RESPONSIBILITIES FOR ABNORMAL OPERATION, PRIVACY 
LEAKAGE OR OTHER DAMAGES RESULTING FROM CYBER-ATTACK, HACKER ATTACK, VIRUS 
INSPECTION, OR OTHER INTERNET SECURITY RISKS; HOWEVER, HIKVISION WILL PROVIDE TIMELY 
TECHNICAL SUPPORT IF REQUIRED. 
YOU AGREE TO USE THIS PRODUCT IN COMPLIANCE WITH ALL APPLICABLE LAWS, AND YOU ARE 
SOLELY RESPONSIBLE FOR ENSURING THAT YOUR USE CONFORMS TO THE APPLICABLE LAW. 
ESPECIALLY, YOU ARE RESPONSIBLE, FOR USING THIS PRODUCT IN A MANNER THAT DOES NOT 
INFRINGE ON THE RIGHTS OF THIRD PARTIES, INCLUDING WITHOUT LIMITATION, RIGHTS OF 
PUBLICITY, INTELLECTUAL PROPERTY RIGHTS, OR DATA PROTECTION AND OTHER PRIVACY RIGHTS. 
YOU SHALL NOT USE THIS PRODUCT FOR ANY PROHIBITED END-USES, INCLUDING THE 
DEVELOPMENT OR PRODUCTION OF WEAPONS OF MASS DESTRUCTION, THE DEVELOPMENT OR 

https://www.hikvision.com/
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PRODUCTION OF CHEMICAL OR BIOLOGICAL WEAPONS, ANY ACTIVITIES IN THE CONTEXT RELATED 
TO ANY NUCLEAR EXPLOSIVE OR UNSAFE NUCLEAR FUEL-CYCLE, OR IN SUPPORT OF HUMAN 
RIGHTS ABUSES. 
IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANUAL AND THE APPLICABLE LAW, THE LATER 
PREVAILS. 
Data Protection 
During the use of device, personal data will be collected, stored and processed. To protect data, 
the development of Hikvision devices incorporates privacy by design principles. For example, for 
device with facial recognition features, biometrics data is stored in your device with encryption 
method; for fingerprint device, only fingerprint template will be saved, which is impossible to 
reconstruct a fingerprint image. 
As data controller, you are advised to collect, store, process and transfer data in accordance with 
the applicable data protection laws and regulations, including without limitation, conducting 
security controls to safeguard personal data, such as, implementing reasonable administrative and 
physical security controls, conduct periodic reviews and assessments of the effectiveness of your 
security controls. 
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Symbol Conventions 

The symbols that may be found in this document are defined as follows. 
 

Symbol Description 

Danger 
Indicates a hazardous situation which, if not avoided, will or could 
result in death or serious injury. 

Caution 
Indicates a potentially hazardous situation which, if not avoided, 
could result in equipment damage, data loss, performance 
degradation, or unexpected results. 

Note 
Provides additional information to emphasize or supplement 
important points of the main text. 

  

Note 

¶ tƭŜŀǎŜ ǳǇŘŀǘŜ ŦƛǊƳǿŀǊŜ ǘƻ ǘƘŜ ƭŀǘŜǎǘ ǾŜǊǎƛƻƴΦ 

¶ CƻǊ ƛƴǎǘŀƭƭŜǊǎΣ ƛǘ ƛǎ ǊŜŎƻƳƳŜƴŘŜŘ ǘƻ ƛƴǎǘŀƭƭ ŀƴŘ Ƴŀƛƴǘŀƛƴ ŘŜǾƛŎŜǎ Ǿƛŀ IƛƪπtǊƻ/ƻƴƴŜŎǘΦ 
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Regulatory Information 

 

EN 50131-1:2006+A1:2009+A2:2017 

EN 50131-3:2009 

EN 50131-6:2017 

EN 50131-5-3:2017 

EN 50131-10: 2014 

EN 50136-2: 2013 

Security Grade (SG): 2 

Environmental Class (EC) : II 

DP2 

Certified by KIWA 

 

  

 
Note EN50131 compliance labeling should be removed if non-compliant configurations are 

used. 

EU Conformity Statement 

 

This product and - if applicable - the supplied accessories too 
are marked with "CE" and comply therefore with the applicable 
harmonized European standards listed under the EMC Directive 
2014/30/EU, RE Directive 2014/53/EU,the RoHS Directive 
2011/65/EU 

 

2012/19/EU (WEEE directive): Products marked with this 
symbol cannot be disposed of as unsorted municipal waste in 
the European Union. For proper recycling, return this product 
to your local supplier upon the purchase of equivalent new 
equipment, or dispose of it at designated collection points. For 
more information see: www.recyclethis.info 

 

2006/66/EC (battery directive): This product contains a battery 
that cannot be disposed of as unsorted municipal waste in the 
European Union. See the product documentation for specific 
battery information. The battery is marked with this symbol, 
which may include lettering to indicate cadmium (Cd), lead 
(Pb), or mercury (Hg). For proper recycling, return the battery 
to your supplier or to a designated collection point. For more 
information see:www.recyclethis.info 
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Warning   

This is a class A product. In a domestic environment this 
product may cause radio inter-ference in which case the user 
may be required to take adequate measures. 

 

FCC Information 

Please take attention that changes or modification not 
expressly approved by the party responsible for compliance 
ŎƻǳƭŘ ǾƻƛŘ ǘƘŜ ǳǎŜǊΩǎ ŀǳǘƘƻǊƛǘȅ ǘƻ ƻǇŜǊŀǘŜ ǘƘŜ ŜǉǳƛǇƳŜƴǘΦ 

FCC compliance: This equipment has been tested and found to 
comply with the limits for a Class B digital device, pursuant to 
part 15 of the FCC Rules. These limits are designed to provide 
reasonable protection against harmful interference in a 
residential installation. This equipment generates, uses and can 
radiate radio frequency energy and, if not installed and used in 
accordance with the instructions, may cause harmful 
interference to radio communications. However, there is no 
guarantee that interference will not occur in a particular 
installation. If this equipment does cause harmful interference 
to radio or television reception, which can be determined by 
turning the equipment off and on, the user is encouraged to try 
to correct the interference by one or more of the following 
measures: 

ĺReorient or relocate the receiving antenna. 

ĺIncrease the separation between the equipment and 

receiver. 

ĺConnect the equipment into an outlet on a circuit different 

from that to which the receiver is connected. 

ĺConsult the dealer or an experienced radio/TV technician for 

help. 

This equipment should be installed and operated with a 
minimum distance 20cm between the radiator and your body. 

FCC Conditions 

This device complies with part 15 of the FCC Rules. Operation is 
subject to the following two conditions: 

1. This device may not cause harmful interference. 

2. This device must accept any interference received, including 
interference that may cause undesired operation. 
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Chapter 1 Installation Instruction 

1.1 Typical Scene 

 
Typical installation location of devices: 
1. !· twh /ƻƴǘǊƻƭ tŀƴŜƭ 
2. wŜǇŜŀǘŜǊ 
3. tLw 5ŜǘŜŎǘƻǊ 
4. {ƻǳƴŘŜǊ 
5. aŀƎƴŜǘƛŎ 5ŜǘŜŎǘƻǊ 

1.2 Precaution 

1. !ǾƻƛŘ ƛƴǎǘŀƭƭƛƴƎ ǘƘŜ ŘŜǾƛŎŜ ƻƴ ƳŜǘŀƭ ǎǳǊŦŀŎŜǎΦ 
2. !ǾƻƛŘ ǇƭŀŎƛƴƎ ǘƘŜ ŘŜǾƛŎŜ ŘƛǊŜŎǘƭȅ ƻƴ ǘƘŜ ƎǊƻǳƴŘΦ 
3. ¢ƘŜ ŘŜǾƛŎŜ ƛǎ ƴƻǘ ŀƭƭƻǿŜŘ ǘƻ ōŜ ǿǊŀǇǇŜŘ ƛƴ ƳŜǘŀƭΦ 
4. !ǾƻƛŘ ƻōǎǘǊǳŎǘƛƻƴǎ ǿƛǘƘƛƴ рл ŎƳ ŀǊƻǳƴŘ ǘƘŜ ŘŜǾƛŎŜΣ ŜȄŎŜǇǘ ŦƻǊ ǘƘŜ ƛƴǎǘŀƭƭŀǘƛƻƴ ǎǳǊŦŀŎŜΦ 
5. ¢ƘŜ ǊŜǇŜŀǘŜǊ ƴŜŜŘǎ ǘƻ ōŜ ƛƴǎǘŀƭƭŜŘ ōŜǘǿŜŜƴ ǘƘŜ ŎƻƴǘǊƻƭ ǇŀƴŜƭ ŀƴŘ ǘƘŜ ǇŜǊƛǇƘŜǊŀƭΦ 
6. /ƘŜŎƪ ǘƘŜ ǎƛƎƴŀƭ ǎǘǊŜƴƎǘƘ ōŜŦƻǊŜ ƛƴǎǘŀƭƭŀǘƛƻƴ ŀƴŘ ƛǘ ƛǎ ǊŜŎƻƳƳŜƴŘŜŘ ǘƻ ƛƴǎǘŀƭƭ ǘƘŜ ŘŜǾƛŎŜ ŀǘ ǘƘŜ 
ƎǊŜŜƴ ƛƴŘƛŎŀǘƻǊ ƭƻŎŀǘƛƻƴΦ ό5ƻ ƴƻǘ ǿǊŀǇ ǘƘŜ ŘŜǘŜŎǘƻǊ ǿƛǘƘ ȅƻǳǊ ƘŀƴŘǎ ǿƘŜƴ ŎƘŜŎƪƛƴƎ ǘƘŜ ǎƛƎƴŀƭ 
ǎǘǊŜƴƎǘƘΦύ 

7. ±ŜǊǘƛŎŀƭ ƛƴǎǘŀƭƭŀǘƛƻƴ ƛǎ ǊŜŎƻƳƳŜƴŘŜŘ ŦƻǊ ŘŜǾƛŎŜǎΦ 
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1.3 Installation FAQ 

Question 1:  
Why is the signal normal during installation, but worse in actual use? 
 
Answer:  
Check whether the working environment changes during installation and actual use. Such as 
obstruction caused by closed doors and windows. 

 
 
Question 2:  
After the installation is complete, the peripheral is offline. 
 
Answer: 
- !ŘƧǳǎǘ ǘƘŜ Ǉƻǎƛǘƛƻƴ ƻŦ ǘƘŜ ŎƻƴǘǊƻƭ ǇŀƴŜƭ ŀƴŘ ŎƘŜŎƪ ǿƘŜǘƘŜǊ ǘƘŜ ǎƛƎƴŀƭ ǎǘǊŜƴƎǘƘ ƛǎ ǎǳƛǘŀōƭŜ ŦƻǊ 
ƛƴǎǘŀƭƭŀǘƛƻƴΦ 

- Lƴǎǘŀƭƭ ŀ ǊŜǇŜŀǘŜǊ ōŜǘǿŜŜƴ ǘƘŜ ƻŦŦƭƛƴŜ ǇŜǊƛǇƘŜǊŀƭ ŀƴŘ ǘƘŜ ŎƻƴǘǊƻƭ ǇŀƴŜƭΦ 
- /ƘŜŎƪ ǿƘŜǘƘŜǊ ǘƻ ƛƴǎǘŀƭƭ ŘŜǾƛŎŜǎ ŀŎŎƻǊŘƛƴƎ ǘƻ ǘƘŜ ǇǊŜŎŀǳǘƛƻƴǎΦ 
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Chapter 2 Introduction 

System Description 

AX PRO is a wireless alarm system designed to protect premises required for proper protection 
from intrusion alarm. It supports LAN /Wi-Fi as the primary transmission network. The system is 
applicable to the scenarios of market, store, house, factory, warehouse, office, etc. 

 Innovative Tri-X 2-way wireless technology.  

 Two-way communication with AES-128 encryption. 

 Frequency-hopping spread spectrum (FHSS) is used to avoid interference, to prevent 

eavesdropping, and to enable code-division multiple access (CDMA) communications. 

 Voice guide for alarm alert, system status indication, operation prompt, etc. 

 Configuration via web client, mobile client, and Convergence Cloud. 

 Pushes alarm notification via messages or phone calls. 

 Views life videos from Hik-Connect and alarm video clips via emails, Hik-ProConnect, and Hik-

Connect. 

 Uploads alarm reports to ARC.  

 SIA-DC09 protocol, and supports both Contact ID and SIA data format. 

 4520 mAh lithium backup battery with 12 H standby duration. 
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Note 

ISUP5.0: a privacy internet protocol that is used for accessing the third-party platform, which 
supports alarm report uploading, AX PRO management, and short video uploading. 
The prioritization of the message and indications are the same. The AXPRO uploads messages and 
gives indications synchronously. 

  
 

Note 

Standard DC-09 Protocol: 
ADM-CID: The data presenting method of DC-09 is CID, which is not encrypted and only for 
uploading alarm report. 
 *ADC-CID: The data presenting method of DC-09 is CID, which is encrypted and only for 
uploading alarm report. 
 SIA-DCS: The data presenting method of DC-09 is DCS (also called SIA protocol), which is not 
encrypted and only for uploading alarm report. 
 *SIA-DCS: The data presenting method of DC-09 is DCS (also called SIA protocol), which is 
encrypted and only for uploading alarm report. 
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RSSI Instruction for Peripherals 
With regards to EN 50131-5-3 4.2.2 Requirement for immunity to attenuation. 
 

Signal Strength RSSI Value Indication Remark 

Strong >120 Green OK to install 

Medium 81 to 120 Yellow OK to install 

Weak 60 to 80 Red Not recommend to install, but can work 

Invalid 0 to 59 Red (flash) Not OK to install, cannot work normally 

Note 

Install peripherals only if the signal strength is above 80. For getting a much better system, install 
at 120 and above. 
 

 
AX PRO Notification Options 
The AX PRO is suitable for the below notification requirements along with the required sounders 
 

Notification 
equipment 

I&HAS Grade 2 

Options 

C E F 

Self-powered 
audible WD 

2 1 Optional 

ATS DP1 Optional DP2 
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Chapter 3 Start Up 

3.1 Authority Management 

You can use web browser, HPC (Hik-ProConnect, APP) or HC (Hik-Connect, APP) to activate the 
device. After activation, you can manage the device by transferring permissions between APPs. 
You can also use the account and password of all accounts to log in to the WEB client to configure 
the device. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
For more information, refers to Chapter 4 User Management. 

  

Activation with HPC Activation with HC 

HPC̔ Installer (Configuration, 
Operation, View) 

HC̔ Administrator & Operator 
(Configuration, Operation, View) 

HPC: Installer (Configuration) 
HC: Administrator & Operator (Operation, View) 

Invite the 
Administrator 

Cancel the 
Installer  

Disable the Hik-
Connect Service 

Invite the 
Installer 

Web Client:  
Installer (Configuration) 

Administrator & Operator (Operation, View) 

Initial the Device 
(Installation, wiring, power on) 

Local Activation 
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3.2 Activation 

While initial the device with Hik-ProConnect or Hik-Connect, the AX PRO should always be add to 
an installer account first. The installer account will invite and transfer ownership to the 
administrator account later after finishing all initial setup and test. Follow the steps below to 
initializing the wireless alarm system. 
You can activate the device by Wi-Fi, LAN or SIM(4G/GPRS). 
You can also activate the device through SADP or web browser. 
 

3.2.1 Local Activation 
Search device IP address through SADP software and activate the device through SADP or web 
browser. 

Before You Start 

Get the SADP software from the official website (http://www.hikvision.com/), and install it 
according to the prompts. 
The device and the computer that runs the SADP tool should belong to the same network 
segment. 

Steps 

1. Make sure the device and computer are in the same network segment. 
2. Open SADP software and search for online devices. 
3. Find the device IP address in SADP. 

Activate the device through SADP 

4. Select your device in online device list. 
5. Input new password (admin password) and confirm the password. 
6. Click Activate to start activation. 

 
7. Status of the device becomes Active after successful activation. 

Activate the device through web client 

4. Enter the IP address in the browser address bar. 
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5. The system will automatically pop up the activation window. Follow the prompts to create an 
activation password for the admin account. 
6. Use the password to log in. 

Note 

 !ŦǘŜǊ ŀŎǘƛǾŀǘƛƻƴΣ ƛŦ ǘƘŜ ŀŘƳƛƴ ŘƻŜǎ ƴƻǘ ŜƴŀōƭŜ ǘƘŜ ƛƴǎǘŀƭƭŜǊΣ ǘƘŜ ŀŘƳƛƴ ƻǿƴǎ ŀƭƭ ŎƻƴŦƛƎǳǊŀǘƛƻƴ 
ǇŜǊƳƛǎǎƛƻƴǎ ƻƴ ǘƘŜ ǿŜō ŎƭƛŜƴǘΤ ƛŦ ǘƘŜ ƭƻŎŀƭ ƛƴǎǘŀƭƭŜǊ ƻǊ ŎƭƻǳŘ ƛƴǎǘŀƭƭŜǊ όƛƴ !ttύ ƛǎ ŜƴŀōƭŜŘ ŀƴŘ 
ƭƻƎ ƛƴǘƻ ǘƘŜ ǿŜō ŎƭƛŜƴǘΣ ǘƘŜ ƭƻŎŀƭ ŀŘƳƛƴ ƭƻǎŜǎ ǘƘŜ ŎƻƴŦƛƎǳǊŀǘƛƻƴ ǇŜǊƳƛǎǎƛƻƴǎΣ ŀƴŘ ǘƘŜ 
ŎƻƴŦƛƎǳǊŀǘƛƻƴ ǇŜǊƳƛǎǎƛƻƴǎ ŀǊŜ ǘǊŀƴǎŦŜǊǊŜŘ ǘƻ ǘƘŜ ƭƻŎŀƭ ƛƴǎǘŀƭƭŜǊκŎƭƻǳŘ ƛƴǎǘŀƭƭŜǊΦ 

 ²ƘŜƴ ǘƘŜ ŎƭƻǳŘ ƛƴǎǘŀƭƭŜǊ ŜȄƛǎǘǎΣ ǘƘŜ ŎƭƻǳŘ ŀŘƳƛƴ Ƙŀǎ ƴƻ ŎƻƴŦƛƎǳǊŀǘƛƻƴ ǇŜǊƳƛǎǎƛƻƴΦ 
 LŦ ǘƘŜ ŎƻƴǘǊƻƭ ǇŀƴŜƭ ŘƻŜǎ ƴƻǘ ǊŜŎŜƛǾŜ ǘƘŜ ŀŎŎƻǳƴǘ ƛǎǎǳŜŘ ōȅ ǘƘŜ ŎƭƻǳŘΣ ƛǘ Ŏŀƴ ǳǎŜ ǘƘŜ ƭƻŎŀƭ 
ŀŘƳƛƴ ŀƴŘ ƛƴǎǘŀƭƭŜǊ ŀŎŎƻǳƴǘǎ ŀǎ ǳǎǳŀƭΦ LŦ ǘƘŜ ŎƻƴǘǊƻƭ ǇŀƴŜƭ ǊŜŎŜƛǾŜǎ ǘƘŜ I/κIt/ ŀŎŎƻǳƴǘ ŦǊƻƳ 
ǘƘŜ ŎƭƻǳŘΣ ƛǘ ǿƛƭƭ ŘƛǊŜŎǘƭȅ ƻǾŜǊǿǊƛǘŜ ǘƘŜ ƭƻŎŀƭ ŀŘƳƛƴκƛƴǎǘŀƭƭŜǊ ŀŎŎƻǳƴǘΣ ŀƴŘ ǘƘŜ Řŀǘŀ ƎŜƴŜǊŀǘŜŘ 
ōȅ ǘƘŜ ƭƻŎŀƭ ŀŘƳƛƴκƛƴǎǘŀƭƭŜǊ ǿƛƭƭ ōŜ ƛƴƘŜǊƛǘŜŘ ŀƴŘ ǎȅƴŎƘǊƻƴƛȊŜŘ ōȅ ǘƘŜ ŎƻǊǊŜǎǇƻƴŘƛƴƎ ŎƭƻǳŘ 
ŀŎŎƻǳƴǘΦ 

 

 

3.2.2 Activation with LAN/SIM(4G/GPRS) 
 
Step1 Create a site (Only for HPC) 
Download the Hik-ProConnect and login with the installer account.  

A site is the place where the alarm system deployed. Create a site where the device can be added 
to witƘ ƛǘΩǎ ǎƛǘŜ ƴŀƳŜ ŀƴŘ ŀŘŘǊŜǎǎ. The owner of the site would be an end user, usually regarded as 
administrator. 

 

Step2 Connect to the network. 
Connect the device to the Ethernet with LAN or SIM, and power the device on. 

Note 

 ²ƘƛƭŜ ǘƘŜ ŘŜǾƛŎŜ ƛǎ ǇƻǿŜǊŜŘ ƻƴΣ ǘƘŜ ǇƻǿŜǊ [95 ǘǳǊƴ ƎǊŜŜƴΦ 

 hƴŎŜ ǘƘŜ ŘŜǾƛŎŜ ŎƻƴƴŜŎǘŜŘ ǘƻ ǘƘŜ ƴŜǘǿƻǊƪΣ ǘƘŜ  [95 ƛƴŘƛŎŀǘƻǊ ǘǳǊƴǎ ƎǊŜŜƴΦ 
 aŀƪŜ ǎǳǊŜ ǘƘŜ {La ŎŀǊŘ ȅƻǳ ƛƴǎŜǊǘ Ŏŀƴ ŎƻƴƴŜŎǘ ǘƻ ǘƘŜ ƴŜǘǿƻǊƪΦ 

  

 

Step3 Add Device 
1. Open the site. (Only for HPC) 

Note 

While initial the device with Hik-Connect, you do not need to build a site first.  

  

2. Tap + and scan the QR code on the label of the panel.  
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3. Tap Add. 

 

4. Tap Next. You can edit parameters of the device or skip to use it directly. 

 

The control panel will be added to the site (HPC) created and managed by the installer account, 
which also means that the installer account was created in the panel.  

The installer now can perform configuration and tests of the panel before deploying. Both Hik-
ProConnect/Hik-Connect Service and local web client can be logged in with the Hik-
ProConnect/Hik-Connect installer account. 

Note 

While initial the device with Hik-connect, you do not need to build a site first. Download and 
login the App, and add the device by scanning QR code or enter the device serial No.. 

  

 

3.2.3 Activation with Wi-Fi 
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Step1 Create a site (Only for HPC) 
Download the Hik-ProConnect and login with the installer account.  

A site is the place where the alarm system deployed. Create a site where the device can be added 
ǘƻ ǿƛǘƘ ƛǘΩǎ ǎƛǘŜ name and address. The owner of the site would be an end user, usually regarded as 
administrator. 

 
Step2 Configure the Network on APP 
1. Download Hik-Connect/Hik-ProConnect and log in. 

2. Power on the AX PRO. 

3. Connect your phone to your home Wi-Fi. Make sure that this Wi-Fi can access the Internet 
normally and the signal is stable. 

4. Open the HC or HPC, click +, and select Scan QR Code. 

 

5. Scan the QR code on the back of the control panel and wait for the result. 
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6. Tap Next. 

7. Tap Wireless Connection. 

 

8. Check The device is started. And then tap Next. 
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9. The APP will automatically fill in the home WiFi currently used by the mobile phone into the 
page, as shown in the figure below. After confirming the WiFi password, tap Next. 

 

10. Tap Connect to a Network. 
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11. Tap Join. The mobile phone will disconnect the home Wi-Fi. After interacting information with 
the control panel, the mobile phone will automatically switch back to the home Wi-Fi. 

 

As shown in the figure above, during the information interacting, the Wi-Fi connected to the 
mobile phone ƴŀƳŜŘ άHAP_ǎŜǊƛŀƭ ƴǳƳōŜǊέ ό!· twh ǎŜǊƛŀƭ ƴǳƳōŜǊύ 

 

 

 

12. After the control panel broadcasts the "Exit hotspot mode", the following page will appear. 
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13. Wait for the device to join the home WiFi and log in the EZVIZ Cloud. 

(1) When the home WiFi signal is good, the control panel will successfully log in to EZVIZ Cloud and 
complete the binding before the countdown ends. 

 
(2) When the home Wi-Fi signal is unstable, the control panel may not be connected to the EZVIZ 
Cloud before the countdown ends, and the following page will appear: 
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If you make sure that the home Wi-Fi password is correct and quality is good, tap Refresh 
Network, the control panel will enter a new countdown. You can wait for the connection. 
If you want to change the home Wi-Fi, you should change the home Wi-Fi connected to the mobile 
phone first, then press the RESET button on the back of the control panel (marked in the figure 
below). After hearing the voice of "Enter hotspot mode", tap Reload. The interface will jump back 
step 9, you can configure the network again. 

 
 

Note 

Once the device connected to the network, the  LED indicator turns green. 
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3.3 Unbind the Device 

3.3.1 Unbind the Device from Your Own Account 
When the device is bound to your own account, you can delete it directly. 
1. On the device list page, tap the AX PRO and then log in to the device (if required) to enter the 
page. 

2. Tap . 
3. Tap Delete Device. 

 
 

3.3.2 Unbind the Device from Another Account 
Make sure the control panel is in your hands.  
The phone and device are on the same network segment.  
1. Open HC/HPC and tap +. 
2. Tap Scan QR Code. 

 
3. Scan the QR code on the label of the device. 
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4. Press the RESET button twice quickly on the back of the device. 

 
5. Tap Unbind Device. 

 
5. Enter verification code and tap Finish. 
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The device is unbound from the account. You can add it to your account now. 
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Chapter 4 User Management 

4.1 User Management 

Note 

 The users can be created in clients. 
 The name and password of network user (web client and APP user)can be 1 to 32 characters 
and 8 to 16 characters. 

 

 

4.1.1 Invite the Administrator 
The administrator was known as site owner in Hik-ProConnect Service.  

   
After the initial configuration finished, the installer shall invite the site owner and apply permission 
of site management and device configuration from the administrator account. The administrator 
account would be an end user account in the Hik-Connect Service. 

1. tǊŜǎǎ άLƴǾƛǘŜ bƻǿέ .ǳǘǘƻƴ ŀƴŘ ŜƴǘŜǊ ǘƘŜ ŜƳŀƛƭ ŀŎŎƻǳƴǘ ƻǊ ǇƘƻƴŜ ƴǳƳōŜǊ ŀŎŎƻǳƴǘ ǘƻ ǘǊŀƴǎŦŜǊ 
ǘƘŜ ǎƛǘŜ ƻǿƴŜǊǎƘƛǇ ǘƻ ǘƘŜ ŀŘƳƛƴƛǎǘǊŀǘƻǊΦ !ǘ ǘƘŜ ǎŀƳŜ ǘƛƳŜΣ ǘƘŜ ƛƴǎǘŀƭƭŜǊ ǿƛƭƭ ŀǇǇƭȅ ǇŜǊƳƛǎǎƛƻƴǎ 
ŦǊƻƳ ǘƘŜ ǎƛǘŜ ƻǿƴŜǊΣ ǎǳŎƘ ŀǎ ŎƻƴŦƛƎǳǊŀǘƛƻƴ ŀƴŘ ƳŀƴŀƎŜƳŜƴǘΦ 

2. hǇǘƛƻƴŀƭΥ /ƘŜŎƪ !ƭƭƻǿ aŜ ǘƻ 5ƛǎŀōƭŜ Iƛƪπ/ƻƴƴŜŎǘ {ŜǊǾƛŎŜΦ  
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Note 

 LŦ ǘƘŜ ŎƘŜŎƪπōƻȄ ƛǎ ŎƘŜŎƪŜŘΣ ŀŦǘŜǊ ȅƻǳ ƘŀƴŘ ƻǾŜǊ ǘƘŜ {ƛǘŜ ǘƻ ȅƻǳǊ ŎǳǎǘƻƳŜǊ ŀƴŘ ȅƻǳǊ ŎǳǎǘƻƳŜǊ 
ŀǇǇǊƻǾŜǎ ǘƘŜ ǊŜǉǳŜǎǘΣ ȅƻǳ Ŏŀƴ ŘƛǎŀōƭŜ Iƛƪπ/ƻƴƴŜŎǘ ǎŜǊǾƛŎŜ ŦƻǊ ŘŜǾƛŎŜǎ ǘƘŀǘ ȅƻǳ ǊŜƴǘ ǘƻ ȅƻǳǊ 
ŎǳǎǘƻƳŜǊ ǿƛǘƘƻǳǘ ƘŜǊκƘƛǎ ŀǳǘƘƻǊƛȊŀǘƛƻƴ LŦ Iƛƪπ/ƻƴƴŜŎǘ ǎŜǊǾƛŎŜ ƛǎ ŘƛǎŀōƭŜŘΣ ȅƻǳǊ ŎǳǎǘƻƳŜǊ Ŏŀƴƴƻǘ 
ƻǇŜǊŀǘŜ ƻƴ ǘƘŜǎŜ ŘŜǾƛŎŜǎ Ǿƛŀ ǘƘŜ Iƛƪπ/ƻƴƴŜŎǘ aƻōƛƭŜ /ƭƛŜƴǘΦ  

 

3. hǇŜƴ ǘƘŜ Iƛƪπ/ƻƴƴŜŎǘ ŀǇǇ ŀƴŘ ƭƻƎƛƴ ǿƛǘƘ ǘƘŜ ŀŘƳƛƴƛǎǘǊŀǘƻǊ ŀŎŎƻǳƴǘΦ ¢ƘŜ ƛƴǎǘŀƭƭŜǊ ǎŜǊǾƛŎŜ ǊŜǉǳŜǎǘ 
ǿƛƭƭ ōŜ ǊŜŎŜƛǾŜŘ ŀǘ ƴƻǘƛŦƛŎŀǘƛƻƴ ǇŀƎŜΦ hǇŜƴ ǘƘŜ ƴƻǘƛŦƛŎŀǘƛƻƴ ŘŜǘŀƛƭ ǘƻ ŀŎŎŜǇǘ ǘƘŜ ƛƴǎǘŀƭƭŜǊ ǎŜǊǾƛŎŜ 
ŀƴŘ ǎŜǘǳǇ ǇŜǊƳƛǎǎƛƻƴǎΦ ¢ƘŜ ŎƻƴǘǊƻƭ ǇŀƴŜƭ ŀƴŘ ƻǘƘŜǊ ŘŜǾƛŎŜǎ ƛƴ ǘƘŜ ǎƛǘŜ ǿƛƭƭ ōŜ ŘƛǎǇƭŀȅŜŘ ŀǘ ȅƻǳǊ 
ŘŜǾƛŎŜ ƭƛǎǘΦ  

The administrator account will be added to the control panel, which could be used to login to Hik-
Connect app and local web client. 

       

 

4.1.2 Cancel Installer Access 
The administrator can cancel the access authorization of the installer.  

1. Enter the page More and tap Hik-ProConnect. All sites that managed by the Hik-ProConnect 
Service are listed on the page.  

2. Tap the option button at the top-right corner of the site details page, and tap Cancel 
Authorization in the prompt menu.  

3. Confirm the operation, and the authorization of the installer will be canceled. Once the 
authorization is canceled, the installer need to apply it again if any access requirement. 














































































































































































































































































